
 

 
Semināra darba kārtība. 

“Mākslīgā intelekta rīki ikdienas darbam: pamati un 
praktiska lietošana” 

 
Programmas apjoms: 6 akadēmiskās stundas 

Norise: 1 diena 

Lektors: Inese Vēriņa-Lubiņa 

Norises laiks: 04.02.2026., 10.30 – 15.30 

Norises vietas: MIKC RDMV, K. Valdemāra 139, 2. stāvs, bibliotēka 

Mērķauditorija: Pedagogi, interesenti bez tehniskām priekšzināšanām 

 

Kursa mērķis 

Iepazīstināt dalībniekus ar populārākajiem mākslīgā intelekta rīkiem (ChatGPT, 
Gemini, Claude, Copilot, Gamma u.c.), praktiski demonstrēt efektīvu uzvedņu 
rakstīšanu, dažādu rezultātu iegūšanu, reģistrēšanās procesu un drošas lietošanas 
principus. 

 

Laiks Tēma Saturs Stundas  
(akad.) 

10.00 – 
10.30 

 

Ierašanās  Kafijas pauze  

10.30 – 
12.00 

Kas ir mākslīgais 
intelekts un kā tas 
darbojas? 
 
Darbs ar MI – 
pamatsoļi 

● Kas ir MI un kā tas ietekmē mūsu 
dzīvi. 

● Galvenie MI virzieni: valodas 
modeļi, attēlu ģenerēšana, datu 
analīze u.c. 

● Reāli piemēri, kā MI tiek 
izmantots Latvijā un pasaulē. 

2 



 

● Diskusija: dalībnieku pieredze un 
gaidas. Praktiska demonstrācija: 
MI Google meklētājā (Google 
Search, Bard / Gemini, 
integrācijas). 

● Kā izveidot kontu, interfeiss un 
pamata komandas. 

● Kā uzdot jautājumus: “prompt” 
princips. 

● Praktiski piemēri no ikdienas: e-
pastu rakstīšana, tekstu 
kopsavilkumi, ideju ģenerēšana. 

● Demonstrācija + dalībnieku 
izmēģinājums (datori/telefoni) 

12.00 – 
12.25 

Pauze 

12.25 – 
13.55 

MI rīki 
dažādiem 
uzdevumiem 
 
MI ikdienas 
produktivitātei 

● Teksta rīki: ChatGPT, Gemini, 
Perplexity. 

● Attēlu rīki: Canva Magic Studio, 
DALL·E, Leonardo AI. 

● Demonstrācija: reālu uzdevumu 
risināšana ar dažādiem rīkiem. 

● Kā MI palīdz plānošanā, ideju 
ģenerēšanā un komunikācijā. 

● Praktiski piemēri: instrukciju, 
tehnisko aprakstu izveide, 
sapulču kopsavilkumi. 
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13.55 –  
14.00 

Pauze 

14.00 – 
15.30 
 

Ko drīkst un ko 
nedrīkst? Datu 
drošība un ētika 
 
Jautājumi un 
atbildes 

● Kādi datus nekad nevajadzētu 
ievadīt MI rīkos. 

● Drošas prakses piemēri 
(personas dati, uzņēmuma 
dokumenti, konfidencialitāte). 

● Autortiesības un ētiskie aspekti. 
Diskusija un refleksija. 
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